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1
Decision/action requested

It is proposed to approve the test case given in this pCR.
2
References

3
Rationale

This contribution is proposed to add skeleton for conclusions.
4
Detailed proposal 
*** BEGIN OF CHANGE 1***
6.3
Solution #3: 5G-RG authentication

6.3.1
Introduction

This solution addresses KI #1.
6.3.2
Solution details

As the 5G-RG is a UE from 5GC point of view, the authentication framework defined in subclause 6.1.3 of 33.501[3] shall be still applicable for the 5G-RG with the following addition:

1. When a 5G-RG connects to a W-5GAN, the AMF could derive a key that is equivalent to KN3IWF. But how to derive the key can be decided in the normative work, and how to use this key could be either defined in other solutions of this specification, or defined in BBF which is out of the scope of 3GPP.
6.3.3
Evaluation


The solution can fulfil the requirement of KI#1
*** END OF CHANGE 1***
